
  DFARS Cyber Security  

  Boot Camp 

CMTC provides service to assist small and medium-sized manufacturers with cyber security compliance regulations 

and resilience requirements. 

Department of Defense (DoD) contractors must protect Controlled Defense Information (CDI)  

or risk losing their DoD contracts. 

This is a on-full-day immersion of DFARS 252.204.7012 and the controls in the NIST 800-171 rev 1 

Attendees will receive training on: 
 

• DFARS 252.204-7012       Safeguarding Covered Defense Information and Cyber Incident Reporting 

• CSET         Cyber Security Evaluation Tool 

• NIST SP800-171 rev1       Protecting Controlled Unclassified Information 

• Compliance Guidance       Defense Contracting Management Agency (DCMA) 

• Resilience Guidance         Defense Acquisition University (DAU) 
 

WHEN:  April 23, 2019 

WHERE:  McClellan Conference Center 

  5411 Luce Ave, McClellan Park, CA 95652 

TIME:  8:00am – 5:00pm 

ATTENDENCE:  2 Employees Maximum  

  Registrations are on a first-come, first-served basis 

 

ELIGIBILITY REQUIREMENTS TO ATTEND THE BOOT CAMP 

• DoD manufacturer/supplier in any tier 

• NAICS Codes in the range of 31000 – 33999 

• At least one facility MUST be in the State of California 

• MUST have between 10 – 499 employee located in the State of California 

 

THIS BOOT CAMP IS NOT OPEN TO CYBER SECURITY VENDORS  

To attend, contact Jeffrey Rude 

(310) 999-6880 or email: jrude@cmtc.com 
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